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Section 1: Description of Pronestor ApS' services in connection with 
operating of the products Planner, Visitor, Display, In-
sights and Workspace, and related general IT-controls  

 

Pronestor offers these five cloud-based products as a hosted and managed solution for our customers.  

• Planner  

• Visitor  

• Display  

• Insights  

• Workspace  

 

This declaration encompasses the general processes and system setup necessary for hosting and managing 

these systems. Processes and system setup for custom individual agreements with any of Pronestor’s cus-

tomers are not covered by this declaration.  

 

General IT-controls at Pronestor  

Introduction  

The services listed in paragraph 1.1 are a number of applications characterized by being standard software, 

which means that all Pronestor customers subscribing to a solution has access to the same solution and the 

same versions of the solution in question.  

This means that the security measures and controls described in this document as well as all other policies, 

risk evaluations, procedures and controls cover all cloud-based products for all customers.  

 

Use of subservice organisations  

Pronestor uses subsuppliers for the following services.  

• SMS notifications  

• E-mail notifications  

• Cloud hosting  

• Source Code version control  

• Vulnerability and penetration testing  

• ITSM-systems  

   

Risk assessment and management   

Pronestor has used a standard risk assessment tool to assess the potential impacts of all areas of business. 

The impact assessment model addresses at minimum the following   

• Economic impact  

• Data protection (GDPR)  

• Data loss  

• Availability chain. e.g., reliance on internet connectivity  

• Malicious insider  

Based on the risk analysis severity and likelihood is scored with the following values.  

• High – 3  

• Medium – 2  

• Low – 1  

• Inconsequential – 0  

Based on the risk assessment and ISO 27001, Pronestor has chosen the main areas and control objectives 

for it-security management, as described in the following:   
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A. 5  Information security policies   

The information security policies in Pronestor are developed and maintained by the Pronestor Security Organi-

sation and as a minimum on an annual basis approved by the management team as well.  

The Security Policy is available on the intranet for all employees and new employees will be made aware of 

the policy as part of the onboarding process.  

 

A. 6 Organisation of information security  

The organisation of it-security is based upon Pronestor’s it-security policy and origins from ISO27001/2:2013, 

which contains the following main areas:   

5 Information security policies  12 Operations security  

6 Organisation of information secu-
rity  

13 Communications security  

7 Human resource security  14 Acquisition, development and 
maintenance of systems  

8 Asset management  15 Supplier relationships  

9 Access control  16 Information security incident man-
agement   

10 Cryptography  17 Information security aspects of 
business continuity management  

 

  18 Compliance  

  

Management of information security within the individual areas, are described below. Control objectives and 

controls, chosen by Pronestor, are also stated in the summary in section 4.  

The management of Pronestor has defined and allocated all information security responsibilities and estab-

lished an Information Security Organization.  

The Information Security Framework implemented ensures that the responsibilities within the security organi-

zation are explicit and visible. Organizational duties are segregated in a way that functions with conflicting in-

terests are distributed on different staff.  

 

A. 7 Human resource security   

Prior to employment, Pronestor ensures that employees understand their responsibilities, and that they are 

suitable for the roles for which they are considered.  

Depending on the role and responsibilities the candidate is to take on, there might be more gates for the can-

didate to pass before reaching the final phase and to be offered a contract. Finally, all employment contracts 

include a non-disclosure agreement covering information related to customer data, sales and marketing data, 

strategy, and other confidential business data.  

We ensure that our employees receive continuous security training. This is done by sharing internal 

knowledge, relevant external courses, and certifications. All new employees must go through an information 

security onboarding session.  
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A. 8 Asset management  

To ensure that all assets are handled with the proper attention ownership of assets is explicit. The ownership 

of all production related assets such as customer data, production environments and development environ-

ments fall on the CTO. Internal hardware and internal networks are the responsibility of the Internal Help 

Desk. Procedures are in place to ensure that inventory of assets are kept up to date and that hardware and 

mobile devices are disposed of securely to protect the confidentiality of Pronestor’s customers.  

 

Mobile devices and teleworking  

A mobile device policy and remote work procedure is in place to minimize the risk of portable workstations and 

remote work. Encryption and remote control of devices is in place. All staff goes through mandatory training in 

proper handling of information security when outside the office.  

 

A. 9 Access control   

Pronestor ensures that access to information and information processing facilities is limited. The Access con-

trol policy is based on a least privilege principle. Privileged access assignments may be segregated into or-

ganizational units such as marketing, development, customer support or sales.  

Access control includes enforced MFA (Multi Factor Authentication) and use of encrypted password manag-

ers.  

User access is reviewed on a regular basis and reviews are recorded. Upon employee role changes or termi-

nations, Pronestor handles off-boarding from central systems.  

 

A. 10 Cryptography   

Pronestor employs encryption both at rest and in transit. Encryption in transit uses at least TLS 1.2. SSL 1.0, 

SSL 2.0, and SSL 3.0 are always disabled. All secrets such as user passwords used in systems are stored in 

a one-way hashed form using a salted hashing algorithm. Secrets are never stored in clear text.  

 

A. 12 Operations security   

A policy on operational procedures has been established, and a change management workflow has been im-

plemented to ensure the control of changes to the production environments and infrastructure.  

Pronestor’s Operations Manual contains information about essential areas of daily operations. Incidents are 

collected from various tools and sent to an alerting system that alerts relevant people. After an incident, a 

post-mortem is held.  

Capacity monitoring is done on metrics from applications, databases and infrastructure. When thresholds are 

exceeded, alerts are triggered to allow operations staff to scale, as necessary. Development, testing and oper-

ational environments are completely separate from each other. Information saved in databases is backed up 

continuously and copied to the external storage.  

Logs are stored in Pronestor’s log aggregation system to allow for correlation across systems and easy trou-

ble shooting.  

 

A. 13 Communications security   

Test, staging and production environments are segmented by separate networks and physically separated 

from the Pronestor office network. Changes to network infrastructure and firewalls are handled as peer re-

viewed terraform code changes in Pronestor’s version control system Git.  
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A. 14 Acquisition, development, and maintenance of systems    

Pronestor information systems are designed and implemented according to the system development and se-

curity life cycle. The process is structured and ensures a consistent high level of security and quality. Estab-

lished change management workflow ensure that only relevant and necessary changes are made.  

 

A. 15 Supplier relationships  

A process for assessing and managing risks associated with suppliers exists to protect Pronestor and their 

customers when using suppliers. Supplier relationships are monitored, reviewed and audited on a regular ba-

sis to make sure suppliers adhere to both regulations and Pronestor’s IT Security Policies.  

 

A. 16 Information security incident management  

Procedures are in place to ensure a consistent and fast approach to information security incidents. The pro-

cess describes communication both internally and externally. Regulatory requirements are part of these proce-

dures to ensure that any breaches are not just handled promptly and effectively but are also reported to any 

relevant authorities. Post-mortems are an integral part of any incident to extract any learnings made during the 

incident.  

 

A. 17 Information security aspects of business continuity management  

Business continuity is planned for both on a daily operational level and on a management level. Business con-

tinuity plans exist to make sure management is effective and in sync and that production environments can be 

restored quickly.  

 

A.18 Review of information security 

 

A control measure for the management of information security has been implemented and the implementation 

(i.e., control objectives, controls, policies, processes and procedures for information security) have been inde-

pendently reviewed on a regular basis or in case of significant changes. Management review on a regular ba-

sis whether the information processing and the procedures within their fields of responsibility comply with rele-

vant security policies, standards and other safety requirements. Information systems are regularly reviewed to 

ensure compliance with the company’s security policies and standards.  
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Complementary controls with the customers  

The controls are designed in such a way that some of the controls mentioned in this declaration must be com-
plimented by controls on the customer side. The controls mentioned below are expected to be implemented 
and executed at and by the customer in order for Pronestor to be able to fully comply with the controls in this 
report. The list of controls below should not be considered complete and exhaustive, and where deemed nec-
essary, the customer should add additional controls.  
 

• Customers themselves are responsible to establishing a connection to the Pronestor servers. This 
includes the responsibility to have a functioning and adequate internet connection as well as tested 
and verified backup internet connections in case of connectivity issues.  

 

• Customers themselves are responsible for administration of their own user accounts on application, 
system, and database level.  

 

• Customers themselves are responsible for a regular audit of their own user accounts on application, 
system, and database level.  

 

• Customers themselves are responsible for making sure created user accounts on application, system 
and database level are in sync with their employee rooster.  

 

• Should doubt arise on whether a user account has been compromised by for example laptop theft or 
similar, it is the responsibility of the customer to inform Pronestor of the concern.  

 

• Customers themselves are responsible for establishing a Continuity Plan to handle the customers 
company in case of emergency, major accidents, or disaster.  
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Section 2: Pronestor ApS’ statement 
 

 

The accompanying description has been prepared for customers who have used Pronestor ApS’ products 

Planner, Visitor, Display, Insights and Workspace and their auditors who have a sufficient understanding to 

consider the description along with other information about controls operated by customers themselves, when 

obtaining an understanding of customers’ information systems relevant to financial reporting.  

Pronestor ApS is using subservice organisations Microsoft A/S, Zendesk, Compaya and Amazon Web Ser-

vices. This assurance report is prepared in accordance with the carve-out method and Pronestor ApS’ de-

scription does not include control objectives and controls within Microsoft A/S, Zendesk, Compaya and Ama-

zon Web Services.  

Some of the control objectives stated in Pronestor ApS’ description in Section 1 of general IT-controls, can 

only be achieved if the complementary controls with the customers have been appropriately designed and 

works effectively with the controls with Pronestor ApS. The report does not include the appropriateness of the 

design and operating effectiveness of these complementary controls.  

Pronestor ApS confirms that:  

(a) The accompanying description in Section 1 fairly presents the general IT-controls related to Pronestor 

ApS’ products Planner, Visitor, Display, Insights and Workspace processing customer transactions as of 

10 October 2022 

The criteria used in making this statement were that the accompanying description: 

(i) Presents how the system was designed and implemented, including: 

• The type of services provided  

• The procedures within both information technology and manual systems, used to manage 

general IT-controls 

• Relevant control objectives and controls designed to achieve these objectives 

• Controls that we assumed, in the design of the system, would be implemented by user enti-

ties, and which, if necessary, to achieve the control objectives stated in the accompanying de-

scription, are identified in the description along with the specific control objectives that cannot 

be achieved by us alone 

• Other aspects of our control environment, risk assessment process, information system and 

communication, control activities, and monitoring controls that were relevant to general IT-

controls  

(ii) Does not omit or distort information relevant to the scope of the system being described, while ac-

knowledging that the description is prepared to meet the common needs of a broad range of cus-

tomers and their auditors and may not, therefore, include every aspect of the system that each indi-

vidual customer may consider important in their own particular environment 

(b) The controls related to the control objectives stated in the accompanying description were suitably de-

signed and implemented as of 10 October 2022. The criteria used in making this statement were that: 

(i) The risks that threatened achievement of the control objectives stated in the description were identi-

fied 

(ii) The identified controls would, if operated as described, provide reasonable assurance that those 

risks did not prevent the stated control objectives from being achieved. 

 

Kgs. Lyngby, 1 November 2022 

Pronestor ApS 

 

Karsten Johan Busck 

CEO 
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Section 3: Independent service auditor’s assurance report on the de-
scription of controls, their design and implementation 

 

 

To Pronestor ApS, their customers and their auditors.  

 

Scope 

We have been engaged to provide assurance about Pronestor ApS’ description in Section 1 of its system for 

delivery of Pronestor ApS’ products Planner, Visitor, Display, Insights and Workspace and the related general 

IT-controls as of 10 October 2022 (the description) and on the design and implementation of controls related 

to the control objectives stated in the description.  

Pronestor ApS is using subservice organisations Microsoft A/S, Zendesk, Compaya and Amazon Web Ser-

vices. This assurance report is prepared in accordance with the carve-out method and Pronestor ApS’ de-

scription does not include control objectives and controls within Microsoft A/S, Zendesk, Compaya and Ama-

zon Web Services.  

Some of the control objectives stated in Pronestor ApS’ description in Section 1 of general IT-controls, can 

only be achieved if the complementary controls with the customers (or the specific customer) have been ap-

propriately designed and works effectively with the controls with Pronestor ApS. The report does not include 

the appropriateness of the design and operating effectiveness of these complementary controls.  

 

Pronestor ApS’ responsibility 

Pronestor ApS is responsible for preparing the description (section 1) and accompanying statement (section 

2) including the completeness, accuracy, and method of presentation of the description and statement. Addi-

tionally, Pronestor ApS is responsible for providing the services covered by the description; stating the control 

objectives; and for the design, implementation, and effectiveness of operating controls for achieving the stated 

control objectives. 

 

Grant Thornton’s independence and quality control 

We have complied with the independence and other ethical requirements of the International Ethics Standards 

Board for Accountants’ International Code of Ethics for Professional Accountants issued by the International 

Ethics Standards Board for Accountants (IESBA Code), which is founded on fundamental principles of integ-

rity, objectivity, professional competence and due care, confidentiality and professional behavior and ethical 

requirements applicable to Denmark.  

Grant Thornton applies International Standard on Quality Control 11 and accordingly maintains a comprehen-

sive system of quality control including documented policies and procedures regarding compliance with ethical 

requirements, professional standards and applicable legal and regulatory requirements. 

  

 
1 ISQC 1, Quality control for firms that perform audits and reviews of financial statements, and other assurance and related 
services engagements. 
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Pronestor ApS’ responsibility 

Our responsibility is to express an opinion on Pronestor ApS’ description (Section 1) as well as on the design 

and implementation of the controls related to the control objectives stated in that description based on our pro-

cedures. We conducted our engagement in accordance with ISAE 3402, “Assurance Reports on Controls at a 

Service Organisation”, issued by International Auditing and Assurance Standards Board.  

This standard requires that we plan and perform our procedures to obtain reasonable assurance about 

whether, in all material respects, the description is fairly presented, and the controls are suitably designed. 

An assurance engagement to report on the description, design and implementation of controls at a service 

organisation involves performing procedures to obtain evidence about the disclosures in the service organisa-

tion’s description of its system, and the design and implementation of controls.  

The procedures selected depend on the service auditor’s judgement, including the assessment of the risks 

that the description is not fairly presented, and that controls are not suitably designed or implemented. Our 

procedures included testing the design of those controls that we consider necessary to provide reasonable 

assurance that the control objectives stated in the description were achieved.  

An assurance engagement of this type also includes evaluating the overall presentation of the description, the 

suitability of the objectives stated therein, and the suitability of the criteria specified by the service organisa-

tion. 

We believe that the evidence we have obtained is sufficient and appropriate to provide a basis for our opinion. 

 

Limitations of controls at a service organisation  

Pronestor ApS’ description in section 1, is prepared to meet the common needs of a broad range of customers 

and their auditors and may not, therefore, include every aspect of the systems that each individual customer 

may consider important in their own particular environment. Also, because of their nature, controls at a service 

organisation may not prevent or detect all errors or omissions in processing or reporting transactions.  

Furthermore, the projection of any functionality assessment to future periods is subject to the risk that controls 

with service provider can be inadequate or fail. 

  

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: G
H

W
X7

-V
H

EH
W

-W
TK

B3
-C

1K
H

1-
JN

E3
O

-T
5M

JC



 

Pronestor ApS   Page 9 of 34 

 

Opinion 

Our opinion has been formed based on the matters outlined in this report. The criteria we used in forming our 

opinion were those described in Pronestor ApS’ statement in Section 2 and based on this, it is our opinion 

that: 

(a) The description of the controls, as they were designed and implemented as of 10 October 2022, is fair in 

all material respects. 

(b) The controls related to the control objectives stated in the description were suitably designed as of 10 

October 2022 in all material respects. 

 

Description of tests of controls 

The specific controls tested, and the nature, timing and results of these tests are listed in the subsequent main 

section (Section 4) including control objectives, test and test results.  

 

Intended users and purpose 

This assurance report is intended only for customers who have used Pronestor ApS’ products Planner, Visitor, 

Display, Insights and Workspace and the auditors of these customers, who have a sufficient understanding to 

consider the description along with other information, including information about controls operated by custom-

ers themselves. This information serves to obtain an understanding of the customers’ information systems, 

which are relevant for the financial reporting. 

 

 

Copenhagen, 1 November 2022 

 

Grant Thornton  

State authorised public accountants  

 

 

Jacob Helly Juell-Hansen Basel Rimon Obari 

State authorised public accountant Executive director, CISA, CISM   
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Section 4: Control objectives, controls and service auditor testing 

 

4.1. Purpose and scope 

A description and the results of our tests based on the tested controls appear from the tables on the following 

pages. To the extent that we have identified significant weaknesses in the control environment or deviations 

therefrom, we have specified this.  

This statement is issued according to the carve-out method and therefore does not include controls of Prones-

tor ApS’ subservice organisations.  

Controls, which are specific to the individual customer solutions, or are performed by Pronestor ApS’ custom-

ers, are not included in this report.  

4.2. Tests 

We performed our test of controls at Pronestor ApS, by taking the following actions:  

Method General description 

Inquiries Interview with appropriate personnel at Pronestor ApS regarding controls.  

Observation Observing how controls are performed.  

Inspection Review and evaluation of policies, procedures and documentation concerning 
the performance of controls. This includes reading and assessment of reports 
and documents in order to evaluate whether the specific controls are de-
signed in such a way, that they can be expected to be effective when imple-
mented. Further, it is assessed whether controls are monitored and controlled 
adequately and with suitable intervals.  

Re-performance Re-performance of controls in order to verify that the control is working as as-
sumed.  
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4.3. Results of tests  

Below, we have listed the tests performed by Grant Thornton as basis for the evaluation of the general IT-controls with Pronestor ApS. 

A.5  Information security policies  

A.5.1 Management direction for information security 
Control objective:  To provide management direction and support for information security in accordance with business requirements and relevant laws and 
regulations 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

5.1.1 Policies for information security 

A set of policies for information security is defined 
and approved by management, and then pub-
lished and communicated to employees and rele-
vant external parties. 

We have inspected the information security policy. 

We have inspected documentation for management approval 
of the information security policy.  

We have inspected that the information security policy has 
been communicated and is available to the employees 
online. 

No deviations noted.  

5.1.2. Review of policies for information security 

The policies for information security are reviewed 
at planned intervals or if significant changes occur, 
to ensure their continuing suitability adequacy and 
effectiveness. 

We have inspected that the information security policy is up-
dated, and that the policy is based on a risk assessment. 

We have inspected that the review of the information security 
policy is part of the annual wheel. 

No deviations noted.  
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A.6 Organisation of information security  

A.6.1 Internal organisation  
Control objective:  To establish a management framework to initiate and control the implementation and operation of information security within the organi-
sation 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

6.1.1 Information security roles and responsibilities 

All information security responsibilities are defined 
and allocated. 

We have inspected that the organisation chart shows the se-
curity organisation.  

We have inspected that the information security roles and re-
sponsibilities have been defined.  

No deviations noted.  

6.1.2 Segregation of duties 

Confliction duties and areas of responsibility are 
segregated to reduce opportunities for unauthor-
ized or unintentional modification or misuse of the 
organisations’ assets. 

We have inspected that the organisation chart shows the 
segregation of duties in the organisation. 

We have inspected that the information security roles and re-
sponsibilities have been defined. 

No deviations noted.  

    

A.6.2 Mobile devices and teleworking  
Control objective: To ensure the security of teleworking and use of mobile devices 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

6.2.1 Mobile device policy 

Policy and supporting security measures are 
adopted to manage the risk introduced by using 
mobile devices. 

We have inspected the policy for the securing of mobile de-
vices.  

We have inspected, that technical controls for securing of 
mobile devices have been defined and communicated to the 
employees. 

No deviations noted.  

6.2.2 Teleworking 

Policy and supporting security measures are im-
plemented to protect information accessed, pro-
cessed and stores at teleworking sites. 

We have inspected policy to secure teleworking.  

We have inspected the security measures for protection of 
remote workspaces.  

No deviations noted.  
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A.7  Human ressource security 

A.7.1 Prior to employment 
Control objective: To ensure that employees and contractors understand their responsibilities and are suitable for the roles for which they are considered 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

7.1.1 Screening 

Background verification checks on all candidates 
for employment is being carried out in accordance 
with relevant laws regulations and ethics and are 
proportional to the business requirements the 
classification of the information to be accessed 
and the perceived risks. 

We have inspected the procedure for employment of new 
employees, and the security measures needed in the pro-
cess.  

We have inquired into whether there have been any new em-
ployees since the control was designed.  

We have been informed, that there have 
not been any new employees after the 
control was designed, and therefore, we 
have not been able to test the implementa-
tion of the control.  

No deviations noted.  

7.1.2 Terms and conditions of employment  

The contractual agreements with employees and 
contractors are stating their and the organisation’s 
responsibilities for information security. 

We have inspected standard contracts with employees and 
consultants in order to determine whether these include infor-
mation security responsibility.   

We have inspected that the checklist for new employees in-
cludes introduction to information security. 

We have inspected that the employee handbook states that 
employees are committed to reading the information security 
policy. 

We have been informed, that there have 
not been any new employees after the 
control was designed and therefore, we 
have not been able to test the implementa-
tion of the control.  

No deviations noted.  
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A.7.2 During employment 
Control objective: To ensure that employees and contractors are aware of and fulfil their information security responsibilities 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

7.2.1 Management responsibility  

Management is requiring all employees and con-
tractors to apply information security in accord-
ance with the established policies and procedures 
of the organisation. 

We have inspected the procedure concerning establishing 
requirements for employees and partners.  

We have inspected that the management has required the 
employees to read and understand the information security 
policy. 

No deviations noted.  

7.2.2 Information security awareness education and 
training 

Employees of the organisation and where relevant 
contractors, are receiving appropriate awareness 
education and training and regular updates in or-
ganisational policies and procedures as relevant 
for their job function. 

We have inquired about procedures to secure adequate 
training and education (awareness training).  

We have inspected documentation for activities developing 
and maintaining security awareness with employees.  

No deviations noted.  
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A.7.3  Termination and change of employment  
Control objective: To protect the organisation’s interests as part of the process of changing or terminating employment 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

7.3.1 Termination or change of employment responsibil-
ity 

Information security responsibilities and duties that 
remain valid after termination or change of em-
ployment have been defined, communicated to the 
employee or contractor and enforced. 

We have inquired about employees and contractors’ obliga-
tion to maintain information security in connection with termi-
nation of employment.  

We have inspected the letter of resignation template which 
states that: 

• All assets should be returned, and 

• The employee is still contractually prohibited against un-
authorized use or disclosure of any trade secrets after 
resignation. 

We have inquired into whether there has been any termina-
tion or change of employment after the procedure has been 
designed.  

We have been informed that no employees 
have been terminated after the control was 
designed and therefore, we have not been 
able to test the implementation of the con-
trol. 

No deviations noted. 

 

A.8  Asset management 

A.8.1 Responsibility for assets  
Control objective: To identify organisational assets and define appropriate protection responsibilities 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

8.1.1 Inventory of assets  

Assets associated with information and infor-
mation processing facilities have been identified 
and an inventory of these assets has been drawn 
up and maintained. 

We have inspected whether the inventory list of assets in-
clude both employee assets and servers. 

No deviations noted. 

8.1.2 Ownership of assets 

Assets maintained in the inventory are being 
owned.  

We have inspected record of asset ownership.  No deviations noted.  
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No. Pronestor ApS’ control Grant Thornton’s test Test results 

8.1.3 Acceptable use of assets 

Rules for the acceptable use of information and of 
assets associated with information and information 
processing facilities are being identified, docu-
mented and implemented. 

We have inspected the guidelines for acceptable use of as-
sets includes guidelines for laptops, telephones, BYOD and 
more.  

No deviations noted.  

8.1.4 Return of assets  

All employees and external party users are return-
ing all the organisational assets in their posses-
sion upon termination of their employment con-
tract or agreement. 

We have inspected the procedure for securing the return of 
assets delivered. 

We have inquired into whether there has been any termina-
tion of employment after the procedure has been designed.  

We have been informed that no employees 
have been terminated after the control was 
designed and therefore, we have not been 
able to test the implementation of the con-
trol. 

No deviations noted. 

    

A.8.2 Classification of information  
Control objective: To ensure an appropriate protection of information considering the value of the information to the organisation.  

No. Pronestor ApS’ control Grant Thornton’s test Test results 

8.2.1 Classification 

Information is classified in terms of legal require-
ments value criticality and sensitivity to unauthor-
ised disclosure or modification. 

We have inspected the policy for classification of information. 

We have inspected that information has been risk assessed 
and classified. 

No deviations noted.  

8.2.3 Handling of assets  

Procedures for handling assets are developed and 
implemented in accordance with the information 
classification scheme adopted by the organisation. 

We have inspected that the procedure for handling assets is 
aligned with how information is classified. 

No deviations noted.  
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A.8.3 Media handling  
Control objective: To prevent unauthorised disclosure, modification, removal or destruction of information stored on media 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

8.3.1 Management of removable media  

Procedures have been implemented for the man-
agement of removable media in accordance with 
the classification scheme adopted by the organi-
sation. 

We have inspected the procedure for management of remov-
able media. 

We have inspected that there is a record of laptops. 

No deviations noted.  

8.3.2 Disposal of media  

Media are being disposed of securely when no 
longer required using formal procedures. 

We have inspected the procedure for disposal of media.  

We have inquired into whether there has been any disposal 
of media in the past year. 

We have been informed that there has not 
been any disposal of media in the past 
year and therefore we have not been able 
to test the implementation of the control. 

No deviations noted. 

 

A.9 Access control  

A.9.1 Business requirements of access control 
Control objective: To limit access to information and information processing facilities 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

9.1.1 Access control policy 

An access control policy has been established, 
documented and reviewed based on business and 
information security requirements. 

We have inspected the policy of managing access control in 
order to establish whether it is reviewed and updated. 

No deviations noted.  

9.1.2 Access to network and network services 

Users are only being provided with access to the 
network and network services that they have been 
specifically authorized to use. 

We have inspected the procedure for managing access to 
networks and network services. 

We have inspected the extract of users in the system, in or-
der to establish that they only have access to approved net-
works and services, based on work-related requirements. 

No deviations noted.  
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A.9.2 User access management 

Control objective: To ensure authorised user access and to prevent unauthorised access to systems and services. 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

9.2.1 User Registration and de-registration 

A formal user registration and de-registration pro-
cess has been implemented to enable assignment 
of access rights. 

We have inspected the procedure for creating and termina-
tion of users. 

We have inquired into whether there has been any user reg-
istrations or de-registrations after the procedure has been 
designed.   

We have been informed that there has 
been no user registrations or de-registra-
tions after the control was designed and 
therefore, we have not been able to test 
the implementation of the control. 

No deviations noted. 

9.2.2 User access provisioning  

A formal user access provisioning process has 
been implemented to assign or revoke access 
rights for all user types to all systems and services 

We have inspected that a procedure for user administration 
has been established.  

We have inquired into whether there has been any user ac-
cess provisioning after the procedure has been designed.   

We have been informed that there has 
been no user access provisioning after the 
control was designed and therefore, we 
have not been able to test the implementa-
tion of the control. 

No deviations noted.  

9.2.3 Management of privileged access rights 

The allocation and use of privileged access rights 
have been restricted and controlled. 

We have inquired about procedures for granting rights, use 
and limitation of privileged access rights.  

We have inspected the extract of privileged users to estab-
lish whether the procedure has been followed.  

We have inspected that only users with a work-related need, 
has a privileged access. 

We have inspected that all privileged access rights have 
been reviewed. 

No deviations noted.  

9.2.4 Management of secret-authentication information 
of users  

The allocation of secret authentication information 
is controlled through a formal management pro-
cess. 

We have inspected the procedure regarding allocation of 
passwords to platforms.  

We have, by sample test, inspected that allocation of pass-
words follows the procedure. 

No deviations noted.  
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No. Pronestor ApS’ control Grant Thornton’s test Test results 

9.2.5 Review of user access rights 

Asset owners are reviewing user’s access rights at 
regular intervals. 

We have inquired into the process of periodic review of us-
ers’ access rights. 

We have inspected that there has been a periodic review of 
users’ access rights. 

No deviations noted.  

9.2.6 Removal or adjustment of access rights 

Access rights of all employees and external party 
users to information and information processing 
facilities are being removed upon termination of 
their employment contract or agreement or ad-
justed upon change. 

We have inspected the procedure about discontinuation and 
adjustment of access rights.  

We have inquired whether there has been any removal or 
adjustment of access rights, after the procedure has been 
designed.  

We have been informed that there has 
been no removal or adjustment of access 
rights after the control was designed and 
therefore, we have not been able to test 
the implementation of the control. 

No deviations noted. 

    

A.9.3 User responsibilities  
Control objective: To make users accountable for safeguarding their authentication information 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

9.3.1 Use of secret authentication information 

Users are required to follow the organisations’ s 
practices in the use of secret authentication infor-
mation. 

We have inspected that the password procedure establishes 
requirements for the use of secret authentification infor-
mation. 

We have inspected that two-factor authentication is enforced 
on all PC's. 

No deviations noted.  
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A.9.4 System and application access control  
Control objective: To prevent unauthorised access to systems and applications 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

9.4.2 Secure log-on procedures 

Access to systems and applications is controlled 
by procedure for secure logon.  

We have inspected that the procedure for secure log-on re-
quires the use of two-factor authentication and passwords. 

We have inspected that two-factor authentication is enforced 
on all PC's. 

No deviations noted.  

9.4.3 Password management system 

Password management systems are interactive 
and have ensured quality passwords. 

We have inspected that policies and procedures require 
quality passwords. 

We have inquired that systems for administration of access 
codes are configured in accordance with the requirements.  

No deviations noted.  

9.4.5 Access control to program source code 

Access to program source code has been re-
stricted. 

We have inspected the procedure for access to program 
source code. 

We have inspected that users’ access to program source 
code, are based on a work-related need. 

We have inspected that access to the program source code 
is logged. 

No deviations noted.  

 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: G
H

W
X7

-V
H

EH
W

-W
TK

B3
-C

1K
H

1-
JN

E3
O

-T
5M

JC



 

Pronestor ApS  Page 21 of 34 

 

  

A.10 Cryptography  

A.10.1 Cryptographic controls  
Control objective: To ensure proper and effective use of cryptography to protect the confidentiality, authenticity and/or integrity of information 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

10.1.1 Policy on the use of cryptographic controls 

A policy for the use of cryptographic controls for 
protection of information has been developed and 
implemented. 

We have inspected that the cryptography procedure includes 
requirements for cryptography. 

We have inspected that the requirements for cryptography 
have been implemented. 

No deviations noted.  

10.1.2 Key Management  

A policy on the use protection and lifetime of cryp-
tographic keys has been developed and imple-
mented through their whole lifecycle. 

We have inspected the policy for key management. 

We have inquired to the procedure for renewal of the certifi-
cates. 

No deviations noted.  
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A.12  Operations security 

A.12.1 Operational procedures and responsibilities  
Control objective: To ensure correct and secure operation of information processing facilities 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

12.1.1 Documented operating procedures 

Operating procedures have been documented and 
made available to all users.  

We have inspected the operating procedures. 

We have inspected that the procedures are available to all 
users. 

No deviations noted.  

12.1.2 Change management  

Changes to the organisation business processes 
information processing facilities and systems that 
affect information security have been controlled. 

 

We have inspected that the procedure for change manage-
ment includes procedures for change to new and existing 
products. 

We have, by sample test, inspected that the change man-
agement procedures have been followed for implemented 
changes. 

No deviations noted.  

12.1.3 Capacity management  

The use of resources is monitored and adjusted, 
and future capacity requirements are projected to 
ensure that the required system performance is 
obtained.  

We have inquired into the procedure for monitoring use of re-
sources and adjustments of capacity, to ensure future capac-
ity requirements.  

We have inquired into whether relevant platforms are in-
cluded in the capacity requirement procedure.  

We have inspected a sample of capacity management. 

No deviations noted.  

12.1.4 Separation of development-, test- and operations 
facilities.  

Development testing and operational environ-
ments are separated to reduce the risks of unau-
thorized access or changes to the operational en-
vironment. 

We have inquired into securing the separation of develop-
ment-, test- and operations facilities.  

We have inspected, that development, test and production 
are either physically or logically separated. 

No deviations noted.  
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A 12.2  Protection from malware 
Control objective: To ensure that information and information processing facilities are protected against malware 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

12.2.1 Control against malware  

Detection prevention and recovery controls to pro-
tect against malware have been implemented 
combined with appropriate user awareness. 

We have inquired into measures against malware. 

We have inspected that anti-virus is enabled on servers. 

No deviations noted.  

    

A.12.3  Backup 
Control objective: To protect against loss of data 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

12.3.1 Information backup  

Backup copies of information software and system 
images are taken and tested regularly in accord-
ance with an agreed backup policy. 

We have inspected the policy for backup. 

We have inspected the documentation for the setup of 
backup is in according to the requirements. 

We have inspected that backup is monitored.  

No deviations noted.  

 

 

  

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: G
H

W
X7

-V
H

EH
W

-W
TK

B3
-C

1K
H

1-
JN

E3
O

-T
5M

JC



 

Pronestor ApS  Page 24 of 34 

 

A.12.4  Logging and monitoring  
Control objective: To record events and generate evidence 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

12.4.1 Event logging  

Event logs recording user activities exceptions 
faults and information security events shall be pro-
duced, kept and regularly reviewed. 

We have inspected the dashboard for event logs. 

We have inquired into the procedure for reviewing the logs 
regularly. 

We have been informed, that the logs are 
reviewed daily, but there is no documenta-
tion hereof. 

No further deviations noted.  

12.4.2 Protection of log information 

Logging facilities and log information are being 
protected against tampering and unauthorized ac-
cess. 

We have inquired about secure log information, and we have 
inspected the solution. 

We have inspected a sample of logging configurations in or-
der to establish whether login information is protected 
against manipulation and unauthorized access.  

No deviations noted.  

12.4.3 Administrator and operator logs 

System administrator and system operator activi-
ties have been logged and the logs are protected 
and regularly reviewed. 

We have inquired into procedures regarding logging of activi-
ties performed by system administrators and operators.  

We have inspected logon setups on servers in order to es-
tablish whether the actions of system administrators and op-
erators are logged.  

We have inspected the extract of users with access to ad-
ministrator and operator logs and inquired whether the ac-
cess rights are limited to users with a work-related need. 

No deviations noted.  

12.4.4 Clock synchronization  

The clocks of all relevant information processing 
systems within an organisation or security domain 
have been synchronised to a single reference time 
source. 

We have inspected the procedures for synchronization 
against a reassuring time server. 

No deviations noted.  
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A.12.6  Technical vulnerability management 
Control objective: To prevent exploitation of technical vulnerabilities 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

12.6.1 Management of technical vulnerabilities 

Information about technical vulnerabilities of infor-
mation systems being used is obtained in a timely 
fashion, the organisation’s exposure to such vul-
nerabilities evaluated and appropriate measures 
taken to address the associated risk. 

We have inquired into the procedure regarding gathering and 
evaluation of technical vulnerabilities.  

We have inspected the vulnerability scan report and in-
spected the follow-up on the report. 

No deviations noted.  

 

A.13  Communications security  

A.13.1  Network security management 
Control objective: To ensure the protection of information in networks and its supporting information processing facilities 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

13.1.1 Network controls 

Networks are managed and controlled to protect 
information in systems and applications. 

We have inspected the requirements for operating and con-
trol of network, including requirements and regulations about 
encryption, segmentation, firewalls, intrusion detection and 
whether other relevant security measures have been defined.  

No deviations noted.  

13.1.2 Security of network services 

Security mechanisms service levels and manage-
ment requirements of all network services are 
identified and included in network services agree-
ments whether these services are provided in-
house or outsourced. 

We have inspected that the firewall in the office network is 
active and updated.  

We have inspected whether certificates on the domains are 
active.  

No deviations noted.  

13.1.3 Segregation of networks 

Groups of information services users and infor-
mation systems are segregated on networks. 

We have inspected that the network diagram indicates the 
segregation of networks. 

We have inspected the list of networks to verify the segrega-
tion. 

No deviations noted.  
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A.13.2 Information transfer 
Control objective: To maintain the security of information transferred within an organisation and with any external entity 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

13.2.1 Information transfer policies and procedures 

Formal transfer policies procedures and controls 
are in place to protect the transfer of information 
using all types of communication facilities. 

We have inspected that the IT-security policy includes poli-
cies and controls for information transfer. 

We have inspected that the procedure for cryptography in-
cludes procedures for how cloud-services use cryptography. 

We have inspected that the hardware procedure includes 
procedures for cryptography on laptops and portable media. 

No deviations noted.  

13.2.3 Electronic messaging 

Information involved in electronic messaging is ap-
propriately protected. 

We have inquired about guidelines for electronic messaging 
of confidential information.  

We have inspected that TLS is used to protect electronic 
messaging. 

No deviations noted.  

13.2.4 Confidentiality or non-disclosure agreements 

Requirements for confidentiality or non-disclosure 
agreements reflecting the organisation’s needs for 
the protection of information, are identified, and 
documented on a regular basis.  

We have inspected the procedure for establishing non-disclo-
sure-agreements.  

We have inquired into whether there have been any new em-
ployees after the procedure was designed.  

We have been informed that there have 
not been any new employees, after the 
procedure was designed, therefore we 
have not been able to test the implementa-
tion of the control. 

No deviations noted.  
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A.14 Aquisition, development and maintenance of systems  

A.14.1  Security requirements of information systems  
Control objective: To ensure that information security is an integrated part of information systems through the entire lifecycle. This also includes require-
ments of information systems, rendering services on public networks 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

14.1.1 Information security requirements analysis and 
specification  

The information security related requirements are 
being included in the requirements for new infor-
mation systems or enhancements to existing infor-
mation systems. 

We have inspected the procedure for analysis and specifica-
tion of information security requirements.  

We have inspected a sample of implemented changes to de-
termine whether requirements of security and controls in new 
information systems or in connection with existing systems 
have been described. 

No deviations noted.  

 

A.14.2 Security, development- and supporting processes  
Control objective: To ensure that information security is planned and implemented with the development life cycle 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

14.2.1 Secure development policy 

Rules for the development of software and sys-
tems have been established and applied to devel-
opments within the organisation. 

We have inspected the rules for developing software and sys-
tems.  

We have, by sample test, inspected that the rules have been 
followed. 

No deviations noted.  

14.2.2 Change control procedures  

Changes to systems within the development 
lifecycle are being controlled using formal change 
control procedures. 

We have inspected the procedure for Change Management. 

We have inspected a sample of changes, in order to establish 
whether the requirements to change management were fol-
lowed.  

No deviations noted.  
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No. Pronestor ApS’ control Grant Thornton’s test Test results 

14.2.3 Technical review of applications after operating 
system changes 

When operating platforms are changed business 
critical applications are reviewed and tested to en-
sure there is no adverse impact on organisational 
operations or security. 

We have inspected the procedure for technical review of ap-
plications after operating system changes.  

We have, by sample test, inspected that changes in operat-
ing systems and infrastructure have been evaluated regard-
ing potential consequences to application systems, before 
being completed.  

No deviations noted.  

14.2.5 Secure system engineering process 

Principles for engineering secure systems have 
been established, documented, maintained and 
applied to any information system implementation 
efforts. 

We have inspected the procedure for system development.  

We have, by sample test, inspected that the procedure has 
been followed.  

No deviations noted.  

14.2.6 Secure development environment 

There is established appropriately protect secure 
development environments for system develop-
ment and integration efforts that cover the entire 
system development lifecycle. 

We have inspected the procedure for establishing a secure 
development environment. 

We have inspected that access to the development environ-
ment is limited to employees with a work-related need for the 
access. 

No deviations noted.  

14.2.8 System security testing 

Testing of security functionality is being carried out 
during development. 

We have, by sample test, inspected that system security test-
ing is performed as part of the system development process.  

No deviations noted.  

14.2.9 System acceptance testing 

Acceptance testing programs and related criteria 
have been established for new information sys-
tems upgrades and new versions. 

We have inquired about acceptance testing programs and re-
lated criteria for new information systems.  

We have, on a sample basis, inspected that the patch level is 
up to date. 

No deviations noted.  
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A.14.3 Test Data 
Control objective: To ensure the protection of data used for testing. 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

14.3.1 Protection of test data 

Test data are being carefully selected, protected, 
managed and controlled.  

We have inspected the procedure regarding selection and 
protection of test data.  

No deviations noted.  

 

A.15  Supplier relationships 

A.15.1  Information security in supplier relationships 
Control objective: To ensure protection of the organisation’s assets that are accessible by suppliers 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

15.1.1 Information security policy for supplier relation-
ships 

Information security requirements for mitigating 
the risks associated with supplier’s access to the 
organisation’s assets have been agreed with the 
supplier and documented. 

We have inspected the procedure for closing agreements 
with subsuppliers.  

 

No deviations noted.  

15.1.2 Addressing security within supplier agreements 

All relevant information security requirements are 
established and agreed with each supplier that 
may access process store communicate or pro-
vide IT infrastructure components for the com-
pany’s information.  

We have inspected the procedure for closing of agreement 
with subsuppliers.  

We have inspected that the evaluation has been done for all 
subsuppliers.  

No deviations noted.  

    

  

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: G
H

W
X7

-V
H

EH
W

-W
TK

B3
-C

1K
H

1-
JN

E3
O

-T
5M

JC



 

Pronestor ApS  Page 30 of 34 

 

15.2  Supplier service delivery management  
Control objective: To maintain an agreed level of information security and service delivery in line with supplier agreements 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

15.2.1 Monitoring and review of third-party services 

Third-party services are monitored, reviewed and 
audited on a regular basis. 

  

We have inquired if the procedure for monitoring and review 
of services from subsuppliers is according to the contract.  

We have inspected that the subsuppliers have been risk as-
sessed.  

We have inspected that the review of third-party assurance 
reports for subsuppliers, are part of the annual wheel.  

No deviations noted.  

    

A.16  Information security incident management  

A.16.1  Management of information security incidents and improvements 
Control objective: To ensure a consistent and effective approach to the management of information security incidents, including communication on security 
events and weaknesses 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

16.1.1 Responsibilities and procedures 

Management responsibilities and procedures are 
established to ensure a quick effective and orderly 
response to information security incidents. 

We have inquired about the responsibilities and procedures 
of information security incidents. 

We have inspected documentation for the distribution of re-
sponsibilities.  

We have inspected the procedure for handling information 
security incidents. 

No deviations noted. 

16.1.2 Reporting information security events 

Information security events are being reported 
through appropriate management channels as 
quickly as possible. 

We have inspected the procedure for reporting on infor-
mation security incidents. 

We have, by sample test, inspected that incidents are han-
dled in accordance with the procedure. 

No deviations noted.  
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No. Pronestor ApS’ control Grant Thornton’s test Test results 

16.1.3 Reporting security weaknesses 

Employees and contractors using the organisa-
tion’s information systems and services are re-
quired to note and report any observed or sus-
pected information security weaknesses in sys-
tems or services. 

We have inspected the procedure for reporting security 
weaknesses. 

We have inspected that awareness training is being held on 
a regular basis. 

We have inquired into whether there have been any security 
weaknesses in the past year.  

We have been informed that there have 
been no security weaknesses in the past 
year, therefore we are not able to test the 
implementation of the control. 

No deviations noted.  

16.1.4 Assessment of and decision on information secu-
rity events 

Information security events are assessed, and it is 
decided if they are to be classified as information 
security incidents. 

We have inspected the procedure for assessment, response 
and evaluation of information security breaches.  

No deviations noted.  

16.1.5 Response to information security incidents 

Information security incidents are responded to in 
accordance with the documented procedures. 

We have, by sample test, inspected that information security 
incidents have been responded to, in accordance with the 
documented procedures. 

No deviations noted.  

16.1.6 Learning from information security incidents 

Knowledge gained from analysing and resolving 
information security incidents is used to reduce 
the likelihood or impact of future incidents. 

We have, by sample test, inspected that there is root-cause 
analysis of information security breaches in accordance with 
the procedure. 

No deviations noted.  

 

  

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: G
H

W
X7

-V
H

EH
W

-W
TK

B3
-C

1K
H

1-
JN

E3
O

-T
5M

JC



 

Pronestor ApS  Page 32 of 34 

 

A.17  Information security aspects of business continuity management  

A.17.1  Information security continuity 
Control objective: Information security continuity should be embedded in the organisation’s business continuity management systems 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

17.1.1 Planning information security continuity 

Requirements for information security and the 
continuity of information security management in 
adverse situations e.g., during a crisis or disaster 
has been decided upon.  

We have inspected the business continuity plan.  No deviations noted.  

17.1.2 Implementing information security continuity 

Processes procedures and controls to ensure the 
required level of continuity for information security 
during an adverse situation are established, docu-
mented, implemented and maintained. 

We have inspected that the business continuity plan is up-
dated and approved. 

No deviations noted.  

17.1.3 Verify review and evaluate information security 
continuity 

The established and implemented information se-
curity continuity controls are verified on a regular 
basis to ensure that they are valid and effective 
during adverse situations. 

We have inquired about procedures to ensure that all rele-
vant systems are included in the continuity plan. 

We have inspected that the test of the business continuity 
plan is planned in the annual wheel. 

No deviations noted.  
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A.17.2 Redundancies 
Control objective: To ensure availability of information processing facilities 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

17.2.1 Availability of information security processing facil-
ities 

Information processing facilities have been imple-
mented with redundancy sufficient to meet availa-
bility requirements. 

We have inspected that the servers have been implemented 
with redundancy. 

No deviations noted.  

 

A.18 Compliance 

A.18.2  Information security reviews 
Control objective: To ensure that information security is implemented and operated in accordance with the organisational policies and procedures 

No. Pronestor ApS’ control Grant Thornton’s test Test results 

18.2.1 Independent review of information security 

Processes and procedures for information secu-
rity) (control objectives, controls, policies, pro-
cesses and procedures for information security) 
are reviewed independently at planned intervals or 
when significant changes occur. 

We have inspected, that independent evaluation of infor-
mation security has been established. 

No deviations noted. 

18.2.2 Compliance with security policies and standards 

Managers are regularly reviewing the compliance 
of information processing and procedures within 
their area of responsibility with the appropriate se-
curity policies standards and any other security re-
quirements. 

We have inquired the management’s procedures for compli-
ance with security policies and security standards.  

We have inspected the annual wheel and how the internal 
controls are documented. 

No deviations noted. 
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No. Pronestor ApS’ control Grant Thornton’s test Test results 

18.2.3 Technical compliance review 

Information systems are regularly being reviewed 
for compliance with the organisation’ information 
security policies and standards. 

We have inquired for internal controls to ensure compliance 
with security policies and procedures. 

We have inspected the annual wheel and how the internal 
controls are documented. 

No deviations noted. 
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nGtg6zyX3Tz3kHdT/CsADCeEqeRoauV0Fo785zbE7IoDKNBZYnCFHpAP9iaIRYoS6ZgWYvatqIuF
t7L10sV3aTM8R7hVUdK51Fbchs5UVkeVtpetMT5BC5vUahgSXcdwmYxe+KlT4k+yXh5DZaLQhVBd
GtcSuEJOM7yfAbJJDgmjiUkUV5+HBgbdQqs6+iy1eIWYoDm6h1Iu9Rcjc7LbApdHD6vlgRG/cZ4R
vi/JFr9mARtZAAXV4Bg5E8PcvSdWCXKX+TO2lap22rtQbdtv2rHdvKwjE127554CRHSzH7WoIiRS
h67olef3GckMHvrtNqsGkUR2G/quK4tCLtu23Q==

 
 
 
MIIFFzCCAv+gAwIBAgIEVtjyejANBgkqhkiG9w0BAQsFADBFMQswCQYDVQQGEwJESzESMBAGA1UE
ChMJVFJVU1QyNDA4MSIwIAYDVQQDExlUUlVTVDI0MDggT0NFUyBQcmltYXJ5IENBMB4XDTE5MTEw
NTE1NDczNFoXDTM0MTEwNTE2MTczNFowQDELMAkGA1UEBhMCREsxEjAQBgNVBAoMCVRSVVNUMjQw
ODEdMBsGA1UEAwwUVFJVU1QyNDA4IE9DRVMgQ0EgSVYwggEiMA0GCSqGSIb3DQEBAQUAA4IBDwAw
ggEKAoIBAQDWiXnxmSNSRULDJLfWHFbMwspv7GqSATcPyw+ugRowpxbg42KG2i05uFcgHe/NopNJ
dqaAKIAdgA24kOl4gqr9rPYsz9YAWDNrp8oVd3RrJNMZ6Hjdy3SWZtdA1XzvM+L/2NT8jq2PfpPw
1WrAacRkll4WuGm9gU0HbSleYqjsnGK/zwvwVp1HW6SHKxu8BehBF30+ut2d4M1clSAUjvdlLwou
RLmaX++/BxgWohtpF5zvjGD63X6EyjCfoCcIlEk6LjF6RDOsLwpWzVhk6XDfQZfuGNYpqIdbrFA3
FFkMwv/Mfo1gTonCb/BY7HDzCn1EGDpSFSx1MS0gJpBTvdoHAgMBAAGjggESMIIBDjAPBgNVHRMB
Af8EBTADAQH/MA4GA1UdDwEB/wQEAwIBBjARBgNVHSAECjAIMAYGBFUdIAAwgZcGA1UdHwSBjzCB
jDAsoCqgKIYmaHR0cDovL2NybC5vY2VzLnRydXN0MjQwOC5jb20vb2Nlcy5jcmwwXKBaoFikVjBU
MQswCQYDVQQGEwJESzESMBAGA1UEChMJVFJVU1QyNDA4MSIwIAYDVQQDExlUUlVTVDI0MDggT0NF
UyBQcmltYXJ5IENBMQ0wCwYDVQQDEwRDUkwxMB8GA1UdIwQYMBaAFPZt+LFIs0FDAduGROUYBbde
zAY3MB0GA1UdDgQWBBRcu3ViFjKZqjaguJr7b6cMX/AK1TANBgkqhkiG9w0BAQsFAAOCAgEAfB4+
BITeTGXS0WxGxf55ES2jpY2CoLeJzXXOwE+RRt6MyBmRWPU3ejqKwvTta09QmLfgwX8hTX9TaX8e
CBAI8wdh/ztwVB9CEPdTi5yksJBLq2bdT6RdYF8SNGDUVStpcdJWXtLPmly2uq2YO+dx/CrXJyp3
x6XoPBZKRrdnyWehsiZqQKTvFRID+KQrI+ZSxfIZDKTR4gkzzMIPcvp5Wa/ljdoTgLnaSlGR1f8c
8UCnaIu8cNLKGGkwuY3ix8gcRAHkBsvYWYvcREe0ZIw2AQDfkCLtuUxRwHJO3at8heIdIb98CyB7
l0QYqo9/yLq07SNnuMp70h/t5LxY9U98bUzJT+ZS2s7jd+qbwK3XrfqisGpJp0mWmJw8OAm+yOoR
Pv7V0c8gEeItiT/dIoP3kQJ+Q2GJuhSNkKveWRmiwRd96efjYH8syopBpTX7QEQHegInhN11vng8
HmFi6NPoXGO0utxbMEOgVaCV6nkv+izKgxSh0x4a22Fmpfzc1yiumHIYT/o9f3aGRPy7QGF21cdV
nsyoETskY0kTlJUgXe3E/MG8DxZIDeeMott1Bu8dzuv2JrhZhwIzmiS1zfDROi+fsWRdDjrA45RC
QFcg5EMgmGOqncBarhUXX2v+e4bBc8pALVxZTeYWl2thLps2rnH32eZfkiHUCnKPReqkjy0=


 
 
MIIGBTCCBO2gAwIBAgIEXmUw7DANBgkqhkiG9w0BAQsFADBAMQswCQYDVQQGEwJESzESMBAGA1UE
CgwJVFJVU1QyNDA4MR0wGwYDVQQDDBRUUlVTVDI0MDggT0NFUyBDQSBJVjAeFw0yMjA1MzExMzU2
MjhaFw0yNTA1MzExNDI2MjhaMHsxCzAJBgNVBAYTAkRLMSkwJwYDVQQKDCBJbmdlbiBvcmdhbmlz
YXRvcmlzayB0aWxrbnl0bmluZzFBMBoGA1UEAwwTS2Fyc3RlbiBKb2hhbiBCdXNjazAjBgNVBAUT
HFBJRDo5MjA4LTIwMDItMi05ODkxNDAxNzQ1MzUwggEiMA0GCSqGSIb3DQEBAQUAA4IBDwAwggEK
AoIBAQCiz7QBmLLWOYRurYQtCQjKrDO5sTlx6DqqayOvNDP2YC9HsL6PlSyB7W6ZFEjDFVyjTTs5
JpJy5zOonQExb9HMrJSiC3kE+k3Rpu7yL2Rmppjl6KFcMp1HDTT/EIEI1RchbxK96n9uwMAu2CT3
whnqU1E5Fj6WBi+SLbfZvU/rxLohRwbJG1S4cOaN+qKmrwIExfGJQcY9MVlyFbCpwWBF8Xpe+QiU
Isbjdl272x34iMEKKbSFAoC8Gq7G9kNB/meyx2VtDpVo1i6MxqSC2Wl++rCLBTNODGWGPoXPzbpl
hbVeJq1sm1L1GSD024JVUx36FG2UmTASKE68D8YkSnSnAgMBAAGjggLKMIICxjAOBgNVHQ8BAf8E
BAMCA/gwgYcGCCsGAQUFBwEBBHsweTA1BggrBgEFBQcwAYYpaHR0cDovL29jc3AuaWNhMDQudHJ1
c3QyNDA4LmNvbS9yZXNwb25kZXIwQAYIKwYBBQUHMAKGNGh0dHA6Ly9haWEuaWNhMDQudHJ1c3Qy
NDA4LmNvbS9vY2VzLWlzc3VpbmcwNC1jYS5jZXIwggFDBgNVHSAEggE6MIIBNjCCATIGCiqBUIEp
AQEBAQUwggEiMC8GCCsGAQUFBwIBFiNodHRwOi8vd3d3LnRydXN0MjQwOC5jb20vcmVwb3NpdG9y
eTCB7gYIKwYBBQUHAgIwgeEwEBYJVFJVU1QyNDA4MAMCAQEagcxGb3IgYW52ZW5kZWxzZSBhZiBj
ZXJ0aWZpa2F0ZXQgZ+ZsZGVyIE9DRVMgdmlsa+VyLCBDUFMgb2cgT0NFUyBDUCwgZGVyIGthbiBo
ZW50ZXMgZnJhIHd3dy50cnVzdDI0MDguY29tL3JlcG9zaXRvcnkuIEJlbeZyaywgYXQgVFJVU1Qy
NDA4IGVmdGVyIHZpbGvlcmVuZSBoYXIgZXQgYmVncuZuc2V0IGFuc3ZhciBpZnQuIHByb2Zlc3Np
b25lbGxlIHBhcnRlci4wgZcGA1UdHwSBjzCBjDAuoCygKoYoaHR0cDovL2NybC5pY2EwNC50cnVz
dDI0MDguY29tL2ljYTA0LmNybDBaoFigVqRUMFIxCzAJBgNVBAYTAkRLMRIwEAYDVQQKDAlUUlVT
VDI0MDgxHTAbBgNVBAMMFFRSVVNUMjQwOCBPQ0VTIENBIElWMRAwDgYDVQQDDAdDUkw3MTE2MB8G
A1UdIwQYMBaAFFy7dWIWMpmqNqC4mvtvpwxf8ArVMB0GA1UdDgQWBBTKQ1Mow7X/1CCIg+GpWclV
SsRozDAJBgNVHRMEAjAAMA0GCSqGSIb3DQEBCwUAA4IBAQAy5U1kZoJN2QFXdgbHzRG9JwISXJwJ
Vn7GCScfGoOb1AFEzjsIwEMAPbRKpgXa1pZ3l5NwFwsgHI52MFU2ePQGKwegXUjHAEw7Don8ts6F
m60u+flQXcMe564KyI/s/xtAlX9pPXDj8gZf2fZSyTeEvWTb7Q9I2TVPTc0ZQgWV80Rwa8rIPWkT
61sO6gcQVPqASfxI1bYVLXHq79yO1dPnNH5QB8Na9xjUHl4MN+QO0TfvN2GeGFdhRXjJAr3lvuPU
O5tYAoPfvdCsuxXsgtpfVEuGOI507w3kc1qlmET2HWv7KTRwblBDGNSsj6N5JZ4YJ/j6iCFQJqSP
vbVkwZiq


 
 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 BDUE14MAIRi7sfxziYD5v8RQv1ddd1fQrm7XWYkTNig=


 
cq6EKtEK0JDRu5AEWpT3/NuzQXQ7uHyk4SGjYy6TV+B70rKZLcPNG767V6/eNzRzjzcAnVgwlrNb
GNXvoMdIPbAP5LTsV0fh2xZA5K1xPelxJ8FHvSf1PhEDvGVR4Neeqq3OPfdamSwsDfc6NcCJ5BYG
bw5FuURjr1n3kjuJXoCF5QWwHit1twnfhmYBoOKUXufAep/ABwzZNx6SxGhBfnRjR5F5UOofV4Kg
NNPtODPMl41AXindDW9pMO2RhOeEcBrkRRVnSlS1HT4iNqWZcflnnxQjCnpHqODwhV/5KmGz25dE
LgcO1neOzHJB0QcebQ3uvyQ+Ep5fihuBELkMWw==

 
 
 
MIIGPzCCBSegAwIBAgIEXoPIRDANBgkqhkiG9w0BAQsFADBAMQswCQYDVQQGEwJESzESMBAGA1UE
CgwJVFJVU1QyNDA4MR0wGwYDVQQDDBRUUlVTVDI0MDggT0NFUyBDQSBJVjAeFw0yMjEwMDMwOTU4
MjdaFw0yNTEwMDMwOTU4MDhaMIGQMQswCQYDVQQGEwJESzFJMEcGA1UECgxAR1JBTlQgVEhPUk5U
T04gU1RBVFNBVVRPUklTRVJFVCBSRVZJU0lPTlNQQVJUTkVSIC8vIENWUjozNDIwOTkzNjE2MBIG
A1UEAwwLQmFzZWwgT2JhcmkwIAYDVQQFExlDVlI6MzQyMDk5MzYtUklEOjk5NTg5ODY2MIIBIjAN
BgkqhkiG9w0BAQEFAAOCAQ8AMIIBCgKCAQEA4JEYkpi4VoeHAeCmB3/gYCXo4XUYUFzT+J44VNee
t68Nt8/elws73OPNU4DS6WyXrdm26J+qCqw99tDAP6X92hXrwdA25wRze/tYezTlHWce7HVlkUM1
bUI+FGB3OZ16SgcYiqlaSUIvrFvWzMVUMSsGyDzszWtCPPunZN7NtSPtrNGXbybKn+nGnJ/TGc6g
14Ui4GxHUpmSKTLVXjfWlhhvXn4Hu+cKGfDEQBpaecEvIenCUXX/k7BUjW9gNqNYiSry6kuGBV3C
9pafxZY+yDRX7R79uMil1LnkH1eVxbDYOuXLrqYMZA114VajB4k0ZCSLws9yOwq5jWU47iFZJwID
AQABo4IC7jCCAuowDgYDVR0PAQH/BAQDAgP4MIGJBggrBgEFBQcBAQR9MHswNQYIKwYBBQUHMAGG
KWh0dHA6Ly9vY3NwLmljYTA0LnRydXN0MjQwOC5jb20vcmVzcG9uZGVyMEIGCCsGAQUFBzAChjZo
dHRwOi8vbS5haWEuaWNhMDQudHJ1c3QyNDA4LmNvbS9vY2VzLWlzc3VpbmcwNC1jYS5jZXIwggFD
BgNVHSAEggE6MIIBNjCCATIGCiqBUIEpAQEBAgYwggEiMC8GCCsGAQUFBwIBFiNodHRwOi8vd3d3
LnRydXN0MjQwOC5jb20vcmVwb3NpdG9yeTCB7gYIKwYBBQUHAgIwgeEwEBYJVFJVU1QyNDA4MAMC
AQEagcxGb3IgYW52ZW5kZWxzZSBhZiBjZXJ0aWZpa2F0ZXQgZ+ZsZGVyIE9DRVMgdmlsa+VyLCBD
UFMgb2cgT0NFUyBDUCwgZGVyIGthbiBoZW50ZXMgZnJhIHd3dy50cnVzdDI0MDguY29tL3JlcG9z
aXRvcnkuIEJlbeZyaywgYXQgVFJVU1QyNDA4IGVmdGVyIHZpbGvlcmVuZSBoYXIgZXQgYmVncuZu
c2V0IGFuc3ZhciBpZnQuIHByb2Zlc3Npb25lbGxlIHBhcnRlci4wIAYDVR0RBBkwF4EVQmFzZWwu
T2JhcmlAZGsuZ3QuY29tMIGXBgNVHR8EgY8wgYwwLqAsoCqGKGh0dHA6Ly9jcmwuaWNhMDQudHJ1
c3QyNDA4LmNvbS9pY2EwNC5jcmwwWqBYoFakVDBSMQswCQYDVQQGEwJESzESMBAGA1UECgwJVFJV
U1QyNDA4MR0wGwYDVQQDDBRUUlVTVDI0MDggT0NFUyBDQSBJVjEQMA4GA1UEAwwHQ1JMODQ0MzAf
BgNVHSMEGDAWgBRcu3ViFjKZqjaguJr7b6cMX/AK1TAdBgNVHQ4EFgQUhLoLobMVVUlmwuqDJQ9k
a1GrXTEwCQYDVR0TBAIwADANBgkqhkiG9w0BAQsFAAOCAQEAuUTnz7ESP42vRzQ0X/wX8MprHpYH
FuP77UHyj7afZbKGZGxMgun5vlBELaR/giSet5JLHnIVqK9+XJNz9wTIjOwXaYrlQk/zO0cpb04X
LAPPrl8+aSicsUYuxkpnOTRxvCsHXGwmoqlEGi5aOaYsvou1MFz7+/QSOe8lIcV7JoEP+29hcWhC
Qp/xGBU32U5wT4MSk/9YgjFzRFqbOsmpPZWoQe5VGSMxywH4E23H8aETF/JJI19eb60Y7rNor4fl
DjCjuKsKiI5j/ju+uKEp1rBOyqgQeDpm/bLtAQl8terSDsquQm1gb+2AJdoE1xeDnCJqes4Nxo7c
F7Y98iiHkw==


 
 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=


 
 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 gcgdbtSy+Q61zefF/apzjsF1MSLvLqADV1ne75MGhLI=


 
iopctC5adxQY6zpBrFNorKNqQ+mHHtfQ/AyrlgwFbRfhZ43LWDR2ciDwXHQgzlY0AGkbDW3uTGVq
tGCBkgz/0sErMK9NJf0r76tuSIbSpLj7MZaPVgrrbkztWoocJlXccHsatrH5xDan5IVQ7xdwfyrc
eImVzkA8A4Evxdwz3Bt2EXK636oSA/o1V9BqK3XT14YpcWxHtPz4LAJVAjVntux4PbRdUovk984t
+FeFnYtwrONeCBDRE+InVeqVeEAUtgrjSnfbAXIFl3dBz5r3JjdyLQTlq+3eXOYUdcpYYLhblIQm
rRK37vqvUDlkimhE5omf/T2SsplbQaGfo8rg0A==

 
 
 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=


 
 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  
  signtext 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
  RequestIssuer UGVubmVvLmNvbQ==
  host VUdWdWJtVnZMbU52YlE9PQ==
  openoces_opensign_layout_size_height MTAwOQ==
  openoces_opensign_layout_size_width MzgyNA==
  openoces_opensign_layout_color_background MjM4LDIzOCwyMzg=
  signingRequestId TVRRNE5ERTROams9
  action c2lnbg==
  openoces_opensign_environment_applet_version MS4xNC4w
  openoces_opensign_environment_os_name V2luZG93cyAxMA==
  openoces_opensign_layout_signtext_fontsize MTI=
  openoces_opensign_environment_java_version MS44LjBfMzQ1
  openoces_opensign_layout_signtext_fontname RGlhbG9nLnBsYWlu
  openoces_opensign_environment_applet_digest dG9kbzogaW1wbGVtZW50
  _challenge UVZvMFEwMHROazFIV0RjdE1UUmFUMFV0UmpnNFRUQXRVRmxMVFRndE1qZEZTbEU9
  openoces_opensign_environment_locale ZGFfREs=
  openoces_opensign_environment_local_time RnJpIE5vdiAwNCAxMzozNDowNyBDRVQgMjAyMg==
  openoces_opensign_environment_java_vendor QXp1bCBTeXN0ZW1zLCBJbmMu
  document_digests VzNzaWEyVjVJam9pUjBoWFdEY3RWa2hGU0ZjdFYxUkxRak10UXpGTFNERXRTazVGTTA4dFZEVk5Ta01pTENKa2FXZGxjM1FpT2lJNFl6QmlZV1ZpTUdRMFpHUTBaVEZrTURKbU16VmpaVFkyTjJZek1qQXhObVk1WVdKa1lqa3hNR1ZtTkdJd1pUaGtNRGRqTlRVeE0yRTRZMlkzTURobElpd2lZV3huYjNKcGRHaHRJam9pYzJoaExUSTFOaUo5WFE9PQ==

       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

		2022-11-04T12:35:05+0000
	Original document certified by Penneo




